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Proportional Interactive Buffer Mariagement and Scheduling, Master of Applied Science,
2006, Yifan Peng, Electrical and Computer Engineering Program with Specialization in

Computer Networks, Ryerson University

Abstract

The proportional differentiated services model has been gaining attention in recent years.
Many effective algorithms have been proposed to provide delay and packet loss differentiated

services to different traffic classes according to their pre-defined constraints.

In this article, we propose three novel QoS mechanisms to enhance the control of class-based
QoS. First, we introduce a Scheduling to Dropping feedback mechanism, which is called SDF
model. The main usage of the SDF is to provide dynamic trade-off between different basic
QoS metrics. SDF provide differentiated services based on both proportionality constraints
and absolute constraints. We also introduces an additional feature called Adaptive Safety
Margin (ASM). Usually, The Earlier Due Date (EDD) [7] employs a fixed safety margin
to pre-assign more bandwidth for time-critical traffics. ASM can adaptively changes this
margin according to the queuing length or packet head-drop rate of the time-critical traffics
when the congestion happened. By employing ASM with SDF model, it is found that the
total packet drop can greatly be reduced.

Finally, we introduce two sorting methods, called one-sort and complete-sort scheme, for
the queuing systems in the end-to-end QoS environment. By sorting the order of the packets
in the queue based on their deadlines, we can reduce the probability of end-to-end deadline

violation.
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Chapter 1

Introduction

1.1 Background

In the last decade, Internet has become more and more important in our society. Today, In-
ternet is not only used in research, work, or study, but also widely used in our daily life, such
as reading news and weather forecast, checking the stock market, and even entertainment
and shopping. With the rapid development of Internet, many new Internet applications have
been developed. Different from the earlier applications, which mainly focus on file trans-
mission, printer sharing, email exchange, or WEB browsing, the new applications are more
related to multimedia services, such as Voice over IP (VoIP), Video on Demand (VoD), and
multimedia conferencing. The multimedia applications have more restricted demands on
the network services. Since Internet is a world wide sharing network with limited resources,
how to provide better service for selective traffic classes becomes the topic of all Quality of

Service (QoS) study.

In a network with relatively low traffic load, QoS is not a concern because most of the re-
quirements of different traffic classes can be satisfied. However, as the load becomes higher,
and the congestion occurs, some QoS tools must be applied to distribute network resources
among different applications appropriately in order to satisfy the requirements of the more
urgent traffic classes. Different traffic classes, based on their different applications, may ask

for different requirements, such as high transmission bandwidth, low end-to-end delay, small



packet drop rate. Roughly speaking, there are two basic QoS Models. One of them focus
on the absolute QoS guarantee of the transmission, called absolute QoS model. The other
concerns about the relative QoS performance between different traffic classes, called relative

QoS model.

1.2 Motivation and Methods Used

Recently, a refinement of relative QoS model, proportional differentiated service model [1]
has been receiving a lot of attention. The proportional differentiated service model provides
a predictable and controllable differentiated services between different traffic classes. Unfor-
tunately, proportional differentiated services model is a relative model, it can not provide
absolute QoS guarantee. In practice, the absolute guarantee requirements are more impor-
tant than the relative ones in many cases. Because of that, new studies, such as [4] and (5],
which will be introduced in the next chapter, work on the integration of both absolute QoS

and proportional QoS models.

In the proportional services models, the proportional differentiated parameters for QoS met-
rics, such as delay and packet loss are independent from each other. In our model, we
facilitate a tradeoff between delay and packet loss among different traffic classes. The trade-
off is achieved by applying a feedback from the scheduler to the packet dropper. The trade
off mechanism is called Scheduling to Dropping Feedback (SDF). By using SDF the change
of the delay ratio can affect the packet drop rate among different traffic classes. This may
prevent one of more real-time traffic classes from consuming too much network resources

during the congestion period.

In this thesis, we also propose a modification to Earlier Due Date (EDD) scheduling (7]
called Adaptive Safety Margin (ASM) to enhance the QoS for the real-time traffic class.

When the congestion occurs, ASM can adaptively change the ratio between safety margin



and the delay deadline of a real-time traffic class, according to the queuing length or packet
head drop-rate of that class. This greatly cut down the packet drop-rate of the real-time

traffic class.

Finally, in this thesis, we presents two algorithms to enhance end-to-end delay performance.
These algorithms use the delay parameter carried by the packet for the transmission schedul-

ing. The results show that these algorithms reduce the probability of delay deadline violation.

1.3 Thesis Organization

The rest of this thesis is structured as follows. Chapter 2 introduces some important QoS
concepts and the existing QoS frameworks. It also introduces the proportional services
model. In Chapter 3, we introduce the concept of SDF and ASM. We present the model of
SDF with ASM and study the performance of the model through simulation. In Chapter
4, The end-to-end delay algorithms are presented and their performances are also studied.

Chapter 5 gives the conclusion.



Chapter 2

Quality of Service

2.1 QoS Tools

The purpose of QoS is to provide appropriate treatments to different traffic flows or classes.
The quality of QoS can be qualified by QoS metrics, such as delay, packet-drop rate, jitter,

and etc.

There are many QoS tools that can be used to provide QoS. These tools include scheduling
algorithms, packet dropping algorithms, traffic shaping, and traffic policing. We will give a

brief description of these tools in this section.

2.1.1 Scheduling algorithms

An important QoS metric is delay. Delay is the accumulated latency of traffic in a net-
work. You can measure delay by adding up all of the individual contributing components.
An overall delay consists of many components, including packetization delay, queuing delay,
serialization delay, network delay, and de-jitter buffer delay. In this thesis, we mainly con-

centrate on queuing delay.

Usually, scheduling algorithm is used for the delay tradeoff among different traffic classes. A

network node uses the scheduling algorithm to control the order in which packets are sent



out. Scheduling entails the creation of queues, assignment of packets to those queues based
on the classification of the packet, and scheduling of the packets in a queue for transmission.
There are many scheduling algorithms, each of which allows the network node to provides

greater or lesser degrees of differentiation of traffic.

The most common scheduling algorithms are First In First Out (FIFO), Weighted fair queue-
ing (WFQ), Custom Queueing (CQ), and Priority Queueing (PQ). FIFO has no concept of
priority or classes of traffic. In FIFO, the packet arrives to the node first will be transmitted
first. Both WFQ and CQ allow the bandwidth to be shared fairly among traffic flows or
classes. In particular, the minimum bandwidth allocated to each flow/class can be specified.
With PQ, packets belonging to a higher priority class of traffic are sent before packets be-

longing to lower priority classes to ensure timely delivery of the higher priority packets.

2.1.2 Packet Dropping Algorithms

Packets may be dropped by a node due to many reasons, such as not enough buffer space
or congestion avoidance. The three most common used dropping algorithms are briefly de-

scribed below.

Tail drop

This is the default congestion avoidance behavior. Tail drop treats all traffic equally and
does not differentiate among classes. Queuing buffer will fill during periods of congestion.
Tail drop is ineffective when the queuing buffer is full, packets are dropped until the conges-

tion is cleared and the queue is no longer full.



Head drop

Generally a packet that reaches the head of a queue should enter the service process and be
sent to the next hop and destination. Head drop takes effect when a packet at the head is
dropped instead of being sent. Unlike tail drop, packet head drop will not happen automat-
ically. It is activated by some predefined trigger. For instance the queuing system will use
head drop to drop the packet of a real-time traffic if the delay of that packet exceeds the

pre-defined delay deadline.

Random Early Detection

Random Early Detection (RED) [6] is aimed to control the average queue size by indicating
to the end hosts when they should temporarily slow down the transmission rate of packets.
RED takes advantage of the congestion control mechanism of TCP. By randomly drop-
ping packets prior to periods of high congestion, RED tells the packet source to slow-down.
Assuming the packet source is using TCP, it will reduce its congestion window size, thus
decreasing the transmit rate. RED maintains low queue depth while absorbing traffic spikes

occasionally.

The packet drop probability of RED is based on the minimum threshold, maximum threshold,
and mark probability denominator. When the average queue depth is above the minimum
threshold, RED starts dropping packets with certain probability. The probability of packet
drop increases linearly as the average queue size increases until the average queue size reaches

the maximum threshold, in which case, the probability of packet drop will be 100%.

The RED algorithm is used as the drop controller in our thesis.



2.1.3 Traffic Policing

Traffic policing is used to control the maximum transmitting or receiving data rate of a
traffic. If the traffic rate is higher than the maximum limit, the system can choose to drop

or mark the excessive data.

2.1.4 Traffic Shaping

Traffic shaping is used to control the out-going traffic in order to match the speed of the
remote target and to ensure that the traffic conforms to policies contracted for it. By using
traffic shaping, the network can reduce the probability of congestion and eliminate bottle-

necks in topologies with data-rate mismatches.

2.2 Internet QoS Frameworks

In current Internet, two common QoS frameworks has been widely adopted. They are Inte-

grated Services model and Differentiated Services model.

2.2.1 Integrated Services Model

Integrated services model (IntServ) provides absolute QoS guarantee. In Integrated Ser-
vices, traffic is classified into a number of flows with different QoS assigned to each flow.
Essentially, IntServ Provides absolute QoS to individual traffic flow. The absolute QoS (also

called hard QoS) is expressed as an absolute bound.

The IntServ is flow-based. Because flow-based QoS works on each traffic flow that pass
through a network node, service behavior is more predicable and more precise. However,
one of the main problem in flow-based approach is that it is not very scalable as the size of

the network increases. To provide flow-based QoS guarantee with many traffic flows, a great
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deal of resources (CPU and Buffers) are required for classification and scheduling.

To provide the support of the absolute QoS, networks resources for a flow must be reserved
before the transmission takes place. The reservation is made by using Resource Reservation
Protocol (RSVP). Through RSVP, the application provides the network its traffic profile and
requests a particular kind of service that encompasses its bandwidth and delay requirements.
The application is expected to send data only after the reservation is successful along the

path of the flow.

During the reservation, each network node along the path of the traffic flow performs ad-
mission control. Once the resources are successfully reserved in each node of the path, the
network essentially commits to meet the QoS requirements of the application as long as
the traffic remains within the profile specifications. The network fulfills its commitment by
maintaining per-flow state and then performing packet classification, policing, and intelligent

queueing based on that state.

2.2.2 Differentiated Services Model

Differentiated Services Model (DiffServ) provides class-based per-hop relative service. One
of the main difference between DiffServ and IntServ is that in DiffServ, a number of sim-
ilar traffic flows could be grouped into one traffic class. All the traffic flows belonging to
the same class receive the same QoS treatment. Since core routers only need to deal with
small number of traffic classes, this service is more scalable than the flow-based approach in

IntServ, and thus, best suited for large ISP networks.

DiffServ also provides relative QoS instead of absolute QoS. In relative QoS, some traffic
flows or traffic classes are treated better than others, for example, more bandwidth, lower

average delay and less average packet drop-rate. However the better treatment is relative,



not a absolute one.

2.3 Proportional Differentiated Services

Even Differentiated Services model is widely applied in practice for its flexibility and scal-
ability, it has some intrinsic problems. In particular, DiffServ can not provide consistent
class differentiation. The differentiation varied with the traffic load. Generally, the traffic
class with better QoS should receive better service than the one with lower QoS. However, in
some situations, the class with lower assigned QoS may actually receive better service than

the one with better QoS.

For example, consider two traffic classes, class ¢ and class j. Suppose 10Mbps and 5Mbps of
bandwidthes are allocated to class i and class 7, respectively. Assume both class 7 and class
7 have the same traffic load, then class 7 in general will receive a better service than class
j. However if class j has less than half of a traffic load of class 4, it actually will receive a

better service than class 1.

By using the priority scheduling scheme, the service to the higher priority class can be
made always better than that of the lower priority class. However, it is hard to derive a
consistent relative QoS between them. In generally, the differentiation of delay and packet

loss rate between different classes is hard to predict.

Recent study, like Proportional Differentiated Services model ([1]), further refines and quan-
tifies the differentiation model. This model is aimed to provide the network operator with
the “tuning knobs” for adjusting the quality spacing between classes, independent of the
class loads. The primary goal of proportional differentiated services is to make the model
more predictable and more controllable. Predictable means that the differentiation should

be consistently independent of the class load variations, i.e., higher priority classes always



receive better service; and Controllable means that the network operators should be able to

adjust the QoS differentiation between classes based on their criteria.

In the proportional differentiation services model, certain QoS metrics among traffic classes
(e.g. delay or packet loss rate) are set to be proportional to the predefined differentiation
parameters. Suppose we measure a QoS metric of a certain traffic class (class 7) in a queuing
system, during the time interval from time ¢ to ¢ + 7. Let §;(t + 7) is the average metric
value of class 7 measured during that time interval. The proportional differentiation model
imposes a proportional constraint that for all classes (such as class ¢ and class j) belong to
a queuing system, in all time intervals, we have

g@i(t,t+7) G (2.1)

(jj(t,t + T) - Cj

* where ¢; and c; are the predefined Quality Differentiation Parameters(QDPs). The propor-
tional differentiated services model is predictable that, even though the actual quality level
of each class will vary with the class loads, the quality ratio between classes will remain fixed.
This model is also controllable because the predefined parameters can easily be adjusted by

the network operator.

The proportional differentiation model can be used to control the proportionality of a QoS

metric, such as delay or the packet loss rate, among all traffic classes in one queuing system.

One of the main design issues of the proportional differentiated service model is the choice
of 7. A small 7 or large 7 lead to short-term service proportionality or long-term service
proportionality, respectively. Unfortunately, short-term proportionality does not guarantee

long-term proportionality or vice versa.

10



2.3.1 Proportional Delay Models

When the controlling object is delay, Eqn. 2.1 can be rewritten as

(2:2)

where d;(t + 7) and d;(t + 7) are the average delay values of class i and class j measured
in the time interval, t to t + 7, while d; and J; denote the predefined Delay Differentiation

Parameters (DDPs).

Considering different measured time-frames, the authors in [2] proposed a long-term measure-
ment proportional delay model PAD (Per-class Average Delay), a short-term measurement

model WTP (Waiting Time Priorities), and a mixed model HPD (Hybrid Proportional De-
lay).

PAD Model

In PAD model, the average delay is measured from the beginning up to the most current
time. Thus, the delay proportionality between class 7 and class j is governed by the following

equation,

~|=
=

\]
N

(2.3)

where T represents the period from the start to the most current time, inclusively. When a
PAD scheduler decides to choose a packet to sent among all classes, it will first check the
average queuing delay of each class. The class with the maximum normalized average delay
will be chosen for transmission. The normalize average delay of a class is the average delay

of the class divided by its DDP,

11



a0, =200 24

where d; denotes the normalized average delay of class i. Assume there are totally N traffic

classes, the mechanism of the PAD scheduler can be illustrated by the following pseudo code,

dmaa: = O;

For traffic class i <= N

{
Cal~culat~e d; =d; /6;
If d; > dnas

SN

mar — di;
inner = 1,

}

Send the head packet from class winner
Update the delay of class winner

WTP Model

Unlike the PAD model that uses the long-term average delay measurement for scheduling,
WTP uses the queuing delay of the head packet of each class. The delay proportionality

between class ¢ and class j in the WTP model is governed by the following equation,

di(7o) _
d;(7o)

8
5 (2.5)

Where 7 represents the current time and d;(7p) is the delay of the head packet in class ¢ at

time 75. When a WTP selects a packet to sent, it merely checks the queuing delay of the

12



head packet of each class. Then calculate the normalized delay. The one with maximum

value will win the competition. Similar to Eqn. 2.4, we define the normalized delay as,

di(ro) = () (2.6)

Assume there are totally N traffic classes, the operation mechanism of the WTP scheduler

can be described by the following code,

dmaa: =0

For traffic class i <= N

{
Calculate d; = d; /0;
If d; > dpas

QA

maz — di;
inner = i;

g

}

Send the head packet from class winner

HPD Model

As described in [2], PAD attempts to minimize the differences between normalized average
queuing delays. Thus, it can not react quickly to the proportional change among classes.
On the other hand, WTP attempts to minimize the differences between normalized head
packet queuing delays. It react to load change quickly. However, because of that, it is not
stable since it ignores the effects of the past packets. So the authors combine the operation
of both models. The new delay model is called Hybrid Proportional Delay (HPD). In HPD
the normalized combined delay is the function of the normalized average delay and the

normalized most current delay,

13



dHPD = gdPAP 1 (1 - g)d ™" 27)

Where dP4P and d¥TF are the normalized delays calculated using Eqn. 2.4 and Eqn. 2.6,
respectively, while g is the HPD parameter (0 < g < 1). The paper also suggested to use
the value g = 0.875 to provide a balanced tradeoff between the behaviors of PAD and WTP.

2.3.2 Proportional Packet Loss-rate Models

If the controlled object is packet loss rate, Eqn. 2.1 can be rewritten to

Li(t,t ;
Ltt+T) o (2.8)
lj (t, t+ 7') oj

where [;(t,t +7) or [;(t,t +7) is the average loss-rate value of class i or class j in the time

interval (¢,t + 7), respectively. o; and o; denote the predefined Loss-rate Differentiation

Parameters (LDPs).

Similar to the proportional delay model, [3] also proposed a long-term measurement pro-
portional loss-rate model PLR(c0) (Proportional Loss-Rate Infinity) and a short-term mea-

surement model PLR(M) (Proportional Loss-Rate M).

In the PLR(c0) model, the average packet loss-rate value of each class is calculated by
dividing total dropped packet number by total arrival packet number. Since it considers all
past packets, PLR (co) has the same characteristic issue as the PAD has. The PLR (o0)

equation can be written as,

Li(0,7) o
lJ(O?‘T) B U_J‘ (29)

14



Where (0, 7) represents the period that from the start to the most current time, exclusively.

The normalized average packet loss rate is,

;=L (2.10)

The class with the lowest normalized average packet loss rate will lose the competition and a
packet of that class will be dropped. Assume there are totally N traffic classes, the operation

mechanism of the PAD scheduler can be represented by the following code.

Lmin = 1.0;

For traffic class i <= N
{
Calculate [; = li/o;
Ifi,, < [min
{
lmin = li;
failure = 1;
}
}

Drop a packet from class failure
Update the packet-loss rate of class failure

PLR(M) Model

Just like the PAD model, the PLR(0c0) model does not respond quickly to the current pro-
portional change among classes. To overcome this issue, PLR(M) [3] calculates the packet
loss rate based on the most recent M arrival packets, instead of using all packets in the past.
M here is the history packet number, which determines the size of the Loss History Table

(LHT). LHT is used to calculate the average packet drop-rate among M packets. In LHT,

15



the final status (buffered of dropped) of the most recent M packets in each class are recorded.
The LHT can be adjusted by the network operator on demand. By choosing an appropriate
M value, the PLR(M) algorithm can achieve fast response with stability.

2.4 Integrated Approach

Proportional differentiation models provides effective tuning knobs on adjusting differenti-
ated services. Based on the proportional differentiation model, many researches proposed
different approaches to try to improve and supplement the original model. For proportional
delay, Nandagopal et al. [12] presented a core-stateless quality of service architecture be-
tween flows. Leung et al. [13] provided a waiting time ”spacing” which can be controlled
by the ISP among different traffic classes. For proportional packet loss, Bodin et al. [14]
modified the measurement method of proportional packet drop by using average drop dis-
tances (ADDs). Zeng et al. [17] investigated the “packet shortage” phenomenon and try
to enhance the dropping scheme. To provide an integrated proportional services for both
delay and packet loss, Vuong et al. [15] defined a new relative differentiated services, and
determined a break-point rate to improve the drop-rate differentiation algorithm, and tried
to avoid traffic starvation. Li et al. [16] employed probabilistic longest queue first (PLQ)
mechanism, which reacts effectively to queue-length fluctuation of each class. Li et al. [18]

investigated a flow-based service in class-based routers.

However, all these models are based on proportional differentiated guarantee services, and
do not incorporate with absolute guarantee services. In practice, it is desirable to integrate
these two services and offer an unified approach. Two such approaches found in the literature

are briefly described below.
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2.4.1 Joint Buffer Management and Scheduling

JoBS (Joint Buffer Management and Scheduling) [4] provides relative and absolute per-class
QoS guarantees on two QoS metrics (delay and packet loss rate). If both absolute QoS
guarantees and the proportional QoS guarantees can not be satisfied simultaneously, JoBS
applied a method called constraint relaxation. The constraint relaxation selectively ignores
some of the proportional QoS guarantees for they are usually not as cirtical as absolute

constraints.

The JoBS algorithm also integrates scheduling and buffer management into a single scheme.
It predicts the delay value of buffered packets. The predictions are used to allocate the
appropriate differentiated services among classes in the scheduler, and decide the amount of

packets to be dropped in the drop controller.

2.4.2 Uniform and Practical Solution

Another unified solution that combines both the class-based proportional QoS guarantees
and absolute QoS guarantees is presented in [5]. Comparing with the JoBS model, this

solution is much simpler and requires less computation. Consequently, it is more practical.

In this approach, the PLR (0c0) model is employed as the dropper at the entrance of the
queuing system. The WTP model is employed as the scheduler at the exit of the queuing
system. In order to deal with real-time traffic, Early Due Date (EDD) is employed.

Early Due Date Algorithm

If the delay of a packet belong to a time-critical traffic class has reached the delay dead-
line, the expiration of the packet is considered as a packet loss, the traffic is considered in

“congestion mode”. In practice, it is better to pre-assign more bandwidth to the class to
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prevent the class entering the “congestion mode”. EDD (7] algorithm uses the concept of

safety margin such that the system can assigns more bandwidth to the congested class.

Assume the delay deadline of class ¢ is D;, EDD define a safety margin A;, where A;/D; =
1/10. If the queuing delay of a class i packet is already higher than D; — A; but less than D;,
this packet is scheduled to transmit directly, thus class i essentially gains more bandwidth

in the short-term to avoid congestion.

If the delay of a packet exceeds its deadline, thus larger than D;, the packet is dropped to
save the system bandwidth. This mechanism is called Shortest Time to Extinction (STE).
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Chapter 3

Scheduler to Dropper Feedback and
Adaptive Safety Margin

3.1 Scheduling to Dropping Feedback

In the general proportional differentiated services model, the pre-defined Loss-rate Differ-
entiated Parameters (LDPs) and the Delay Differentiated Parameters (DDPs) of the traffic
classes are fixed. The parameters are defined based on the characteristics of each traffic class.
For instance, some traffic classes such as real-time traffic are delay sensitive, so a lower DDP
should be used. Some other traffic classes like UDP traffic of some special applications are

drop-rate sensitive. Consequently, a lower LDP should be used.

As described in section 2.3, Proportional differentiation services model provides relative
QoS. In practice, the absolute QoS is more critical for some applications. For example, abso-
lute delay bound is very important for a time-critical application. If both proportional and
absolute QoS are employed in one queuing system at the same time, A conflict of satisfying

both absolute and proportional QoS requirements may arise.

3.1.1 The Conflict between Absolute and Relative QoS

Since the absolute constraint usually has a higher precedence than the proportional con-

strains, the proportional constrains are often relaxed when both constrains can not be satis-
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fied at the same time. During the time when the proportional constrains are relaxed, classes
with absolute constraints can actually take an advantage over other classes. The following

example illustrates the point.

Assume we have a general proportional differentiated services queuing system. There are
two traffic classes class i and class j in this queuing system. Class i is a delay-sensitive traf-
fic. It has an absolute delay deadline of 20msec, while class j doesn’t. Initially, the DDPs
distributed to class ¢ and class j are 1 and 2, respectively. Thus, the delay ratio between the

two classesis 1 : 2.
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Figure 3.1: Delay Example (deadline of class i = 20msec)

Suppose in the interval (¢, t2), the system is congested. Without the absolute constraint
imposed on traffic 7, the delays for both classes increase proportionally with the same ratio
of 1 : 2. With the absolute constraint, class ¢’s delay will be bounded by the absolute con-
straint. It means that more resource is allocated to class i. Consequently, class j will suffer

higher delay (Figure 3.1) and the delay ratio is no longer 1 : 2 (Figure 3.2).
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In this case, class i is always taking advantage from the system when there is a conges-
tion. Both the JoBS model and the Uniform and Practical Solution model provide some
solutions to integrate the absolute QoS guarantee and the proportional differentiated QoS
guarantee. In this thesis, we propose a method that the queuing system will measure the
change of delays of class 7 and class j. The result is then feedbacked to the dropper. The
dropper penalizes class i by slightly increasing the LDP of class i. The result is that more

packets from class 7 will be dropped, thus preventing class ¢ to consume too much bandwidth.

3.1.2 Scheduling to Dropping Feedback Algorithm (SDF)

In a queuing system that supports different traffic classes, the total resource allocation can
be reflected by several type of metrics. They are delay metric, packet loss metric, jitter
metric, or other QoS metrics (we only consider the delay and the packet-loss rate in this the-
sis). Each traffic class belonging to a queuing system will be allocated a portion of queuing

resources. How much resources each class consumes can be reflected by delay and packet loss.
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The proportional differentiated services model is the mechanism which measures the QoS
metrics of each traffic classes, and compares them with the predefined QDPs (Quality Differ-
entiation Parameters) to determine which class is selected for transmission or packet drop.
In our study, it is more convenient to use weight to replace QDP. Weight is inversely pro-

portional to QDP. For delay, we define the normalized packet delay weight as,
Wy; = -5:/ Z -5: (31)

Similarly, the normalized packet-loss weight wy; is defined as,

n—1 1

wy = i/ S = (3.2)

Oi =0 Ti

In the previous example where §; = 1 and §; = 2, the designed normalized delay weights of

class i and class j are £ and 3, respectively.

The two metrics, delay and packet loss are often treated independently in most propor-
tional models. However, they are inter-related. When a packet arrives at a queuing system,
the system has two choices: dropping this packet or keeping it to be transmitted later. If the
packet is dropped, the packet-loss rate will increase but the bandwidth is saved. The extra
bandwidth may reduce the delay of other queued packet. Conversely, keeping the arrived

packet cuts down the total loss rate but will probably cause a larger overall delay.

As discussed in section 3.1.1, with the use of the absolute delay constraint, the time-critical
traffic classes may take the advantage on delay. In order to provide some fairness among dif-
ferent traffic classes, here we proposed a feedback mechanism called Scheduling to Dropping
Feedback (SDF). In this mechanism, the queuing system first checks the current delay values

of all traffic classes, and then calculates the deviation from the designed delay weights. The
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deviation of delay weight of class ¢, Awy; can be determined by the following equation,

Awg; = Wa; — Wai (3.3)

where wy; is the measured normalized delay weight and is given by

n—1 1

Wi = -;—/ Z d— (34)

T =0 "

If class ¢ takes the advantage of the absolute delay constraint, and thus resulting a propor-
tionally smaller delay, Awg; will be negative. The SDF mechanism uses Awy; to change the
packet-loss weight of class i. SDF calculates the packet-loss weight change, Awj; using the

following relation,

Awy; — _Awdi (3 5)
Wi Wi '
The new loss weight ;; for class ¢ can be calculated by,
Wy = wy+Awy
Wi ~
= Wy——" (wdi - wd,-) (3.6)
Wy

The detail of packet-loss weight calculation will be presented in section 3.1.4.

3.1.3 Feasibility of SDF

There are three reasons that make the SDF mechanism desirable.
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First, it makes the system fair. By applying SDF algorithm, the queuing system will not
overly favors a particular traffic class. Any traffic class taking an advantage of delay is pe-

nalized on packet loss.

Second, by using the feedback, the system can reduce the amount of traffic from the class
with absolute constraint entering the system. Since scheduling these packets usually forces
the queuing system to relax the proportional constraint, the feedback may alleviate the de-

gree of deviation from the proportional constraints.

Third, real-time traffic, such as voice or video, can tolerate certain degree of packet loss.
Thus, slightly increasing the packet-loss rate of the real-time traffic may not significantly
affect the overall quality of such traffic. At the same time, the feedback will reduce the

packet-loss rate of other traffic, especially data traffic, which is usually loss-sensitive.

In our model, the feedback happens from the scheduler to the dropper. Thereby, the de-
viation of delay weight affects the weight distribution of packet loss. Conceptually, this
can be used in other direction: from packet loss to delay. However, we found that it is
very difficult to employ both direction simultaneously, since the weight distribution of delay

and packet loss will affect each other and causes serious diversion from their original settings.

For example, consider two traffic classes, class ¢ and class j and suppose the feedback is
used in both directions. Class i is a real-time traffic class and has a delay deadline. Initially,
the delay weight distribution for class ¢ and class j are 2 : 1, and the weight distribution
of packet loss are 1 : 2. In the case when congestion happens, since class 7 has an absolute
delay deadline, it takes the advantage on delay. Assume that in a time the measurement
delay weight ratio between class 7 and class j has become 3 : 1, by the effect of the feedback
from delay to packet loss, the packet-loss weight distribution becomes 1 : 3. However, the

new packet loss ratio will in turn affect the delay weight by the feedback of another direc-
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tion. This interaction will continue until a new balance is achieved. The new proportional

values will be totally different from the original one. The system will lose its proportional

guarantees.

If we still want to use the bi-directional feedback, some new components must be added
to force the delay and packet-loss weights back to their original settings after the diversion.
However, this will make the model become too complicated and much tougher to control,
and it is not desirable in current situation. Consequently, we will only study unidirectional
feedback. Because delay constraint is much more critical than packet loss constraint for the

real-time traffic, only delay to packet loss feedback is studied in this thesis.

In additional, the scheduling to dropping feedback can cause the packet loss of time-critical
traffic class become very high in some cases such as the delay deadline is set too low or
there is too much traffic load. If the time-critical traffic class has a packet loss limit, when
this limit is reached, other mechanisms can be apply to control also the packet loss. These

mechanisms will not be discussed in this thesis.

3.1.4 The SDF Model

The Figure 3.3 shows the structure of SDF. Based on the functionality, the SDF model can
be decomposed into two components: the arrival component and the departure component.
The arrival component processes on the arrival packets. It can affect the packet loss. The
departure component controls the transmission of the packets in the queue. It mainly affects

the traffic delay. It can also affect the packet loss when head-drop algorithm is used.

Mechanism of the Arrival Component

When a new packet arrives at the queuing system, the classifier first classifies which traffic

class that this packet belongs to. The system then puts this packet to its corresponding
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sub-queue, which is a virtual queue. After that, the system will check with the dropping

process to decide if it has to drop any packet.

The dropping process contains two components, a drop controller and a dropper. The drop
controller decides whether or not the system should drop a packet. If a drop is required, the

dropper will select a traffic class, from which a packet is dropped.

The drop controller in our model uses the RED algorithm. As introduced in section 2.1.2,
RED randomly drops packets prior to periods of high congestion. If the RED drop controller
decides to drop a packet, the dropper will select a buffered packet among the traffic classes.
The SDF model employs the PLR(M) (section 2.3.2) algorithm for the dropper. PLR(M)
compares the normalized packet-loss rate of all classes. The class with the lowest value is
selected, and a packet from that class will be dropped. If this class currently has no buffered

packet, the class with next lowest packet-loss rate will be selected.

Mechanism of the Departure Component

The departure component consists EDD, and PAD scheduler. The EDD algorithm is used
here to accelerate the transmission of urgent packets and cut down the head-drop rate for
the real-time traffic class. If no classes are in congestion mode, the scheduler calculates the
normalized delay values of all classes by using the HPD algorithm. These values are com-
pared among different classes. The class with the highest normalized HPD delay value will

win the competition and its head packet is sent out by the queuing system.

Scheduling to Dropping Feedback

The SDF model consists of two steps. The first step is to adjust the loss weight of the
real-time traffic class by using the delay-feedback information. The second step is to assign

the loss weights of the remaining classes.
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The following example illustrates the SDF algorithm, Let’s consider three traffic classes,
classes 0, 1, and 2. Among the three classes, class 0 is the real-time traffic class, which has a
delay deadline. The other two classes, class 1 and class 2 are traffic classes that do not have

a delay deadline. The deadline and weights are listed in Table 3.1.

Table 3.1: Delay and Packet Loss Weight (Example)

Class Designed Measured Designed New
Delay Weight Delay Weight Packet-loss Weight Packet-loss Weight

0 2/5 3/6 1/4 3/24

1 2/5 2/6 1/4 7/24

2 1/5 1/6 2/4 14/24

Introduces in section 3.1.4, when the dropper PLR(M) is going to drop a packet, the SDF
process first checks the current delay value of all the three classes, which are the HPD delay
value in this model. The designed normalized delay weight among class 0, class 1, and class
2 are 2 : 2 : 1 while the designed normalized packet-loss weight among them are 1:2:2
Assume that in congestion period, the measured normalized delay weight of class 0 becomes
%. Thus, the delay weight deviation of class 0, Awgy = -115. By using Eqn. 3.6, we can
calculate the new packet-loss weight of class 0, wyy. The new packet-loss weight is wjy = 533.
Likewise, the new packet-loss weights of class 1 and class 2 are % and —;% respectively. The
packet-loss weight ratio between class 0 and class 1 (and class 2) is still 1 : 2. Therefore in
the SDF model, a traffic class will relax its proportional constraint only if the proportional
constraint conflicting with the absolute constraint. The QoS among other traffic classes will

‘remain in proportion.
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3.2 Adaptive Safety Margin (ASM)

In 2.4.2, we introduce EDD to enhance the delay performance of time-critical traffic class.
Recall in EDD, if the delay of a packet exceeds deadline A, where A is the safety margin,
the packet will be scheduled to transmit immediately. By using this approach, we can reduce
the delay of the time-critical traffic. Note that in EDD, A is fixed and is equal to 1/10 of
the deadline.

3.2.1 ASM Algorithm

In this thesis, we propose an approach that dynamically adjusts A based on the traffic con-
dition. The reason of this approach is that by adjusting the value of A, we can control the
amount of additional bandwidth assigned to a traffic class. For example if A of a traffic class
is set to 2/10 of the deadline, more packet will be scheduled to transmit directly without
affected by the underlying scheduler. This is equivalent to allocate more bandwidth to the
traffic class. By using the concept of adaptive safety margin, we could improve the delay

performance of the delay sensitive traffic class.

First, we define A, where A = A /deadline, as the normalized A with respect to the deadline.
In this thesis, we propose a simple piecewise linear function for A, as shown in Figure 3.4.
When the congestion level is below the minimum threshold, A = A,,;,. Asthe congestion
level between minimum and maximum thresholds, A increases linearly. Finally when the
level exceeds the maximum threshold, A= A,,m. We investigate two methods to measure
the congestion level. In the first method, the average queue length is used. In the second

method, the measurement is based on the head-drop rate.

If the queue-length is used to measure the congestion level, different time-critical traffic
classes may have a different A function. For example, consider two traffic classes 1 and 2.

If the delay of traffic class 1 has a smaller deadline, its minimum and maximum thresholds
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should be smaller than those of class 2. In addition, Aae and A in could also be different.
The system can use different A,,;, and A nee values for class 1 and class 2. The second
method is more desirable, because the use of head-drop rate gives a more consistent view of
congestion and the measurement is not affected by the deadline parameter. Consequently,
we can use the same A function for all traffic class based on their packet head-drop rate. The
ASM with head-drop rate method is much simpler for it does not require the administrator
to assign different minimum and maximum threshold pairs to each traffic class. However, it
can only be used while STE also exists. Without STE, there is no head drop at all. In this
case, the ASM based on queue length measurement should be used. The algorithm ASM
with head-drop rate is described by the following pseudo code,
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Assume the parameters of ASM algorithm are list as below,
- minimum threshold = min,
- maximum threshold = maxz,
- maximum A = mazy

The algorithm is performed when the scheduler is scheduling a packet transmission

if head-drop rate < min,

A=0.1
else if min, < head-drop rate < max;

A = head-drop rate-(mazq — 0.1)/(maz; — min)
else

A = mazy

if A < (queuing delay/deadline) < 1
EDD schedules to transmit this packet directly

3.2.2 Integration of SDF and ASM

SDF is a feedback mechanism. ASM is a feedforward mechanism. It seems that it is ben-
eficial to integrate both mechanisms. On one hand, ASM can cut down the queuing delay
of time-critical traffic classes by adaptively assigning more bandwidth. On the other hand,
because these classes take advantage on queueing delay, SDF will increase their packet-loss
weights in the dropper, which causes more tail drop in the time-critical classes. This may
cut down the total queue length. Because RED drops less packets with short queue-length,

the total packet loss of the whole queuing system may decrease.

The integrated SDF&ASM model also includes the STE mechanism, the STE mechanism is
applied to drop real-time traffic packets whose delays exceed the deadline. This will prevent

the unnecessary transmission of expired packets, thus saving bandwidth.

The Figure 3.5 shows the integrated model, where an ASM feedforword block is added
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to the original SDF model. The safety margin used in EDD of the SDF&ASM model is not
fixed anymore. As the introduction in section 3.2, the new safety margin value is calculated

based on the queue length or the head-drop rate.

3.3 Simulation

In this section, we will study the performance of our proposed algorithms: SDF and SDF&ASM,
through simulation. There are two simulation scenarios. The first scenario illustrates the
effectiveness of SDF. In this scenario, delay deadline is set for the real-time traffic class. The
packet loss of each traffic class are compared under two situations, with and without SDF.
In the second scenario, the performance of packet-head-drop rate of the real-time traffic and

the total packet-loss rate of all traffic classes are studied.

Both scenarios use the same topology as shown in Figure 3.6. In our simulation setup, the
simulation duration is 600 seconds. There are 3 traffic classes, classes 0, 1, and 2. For class
i (i =0,1,2), packets are generated by source ¢ and source i'. During the simulation period,
source i continues sending packets from the beginning to the end, but source ¢’ only trans-
mits packets in the period between 180 sec and 420 sec. This creates a congestion during
that period. In a non-busy period, where only one source from each class is transmitting,
the queuing system utilization is 80%. This simulates the normal-mode operation, which is
not in congestion. If both sources of each class are transmitting, the system utility becomes
95%. This simulates the congestion-mode operation. The packet inter-arrival rates for each
traffic class are given at the normal and congestion periods in Table 3.2. Other parameters,

which support the operation of the queuing system are listed below.

Low-pass-filter factor in RED calculation = 1/2* = 0.0625
Minimum threshold of RED = 8
Maximum threshold of RED = 16
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Maximum drop probability denominator of RED = 0.1

Window size in counting loss = 1,000.

Low-pass-filter factor in counting HPD queuing delay = 0.875 [2]
Service-rate = 1,000,000 bps

Packet size for all traffics = 150 byte

Table 3.2: Transmission Rate and Utility

Packet Inter-arrival Time
Period 0 ~ 180 sec

Packet Inter-arrival Time

Period 180 ~ 420 sec

Packet Inter-arrival Time
Period 420 ~ 600 sec

Class 0 Pareto (0.00225, 2) Pareto (0.00225, 2) + Pareto (0.012, 2) Pareto (0.00225, 2)

Class 1 Pareto (0.00225, 2) Pareto (0.00225, 2) + Pareto (0.012, 2) Pareto (0.00225, 2)

Class 2 Pareto (0.00225, 2) Pareto (0.00225, 2) + Pareto (0.012, 2) Pareto (0.00225, 2)

Utility 80% (normal) 95% (congestion) 80% (normal)
3.3.1 Scenario I

In the first scenario, we validate the effectiveness of SDF by comparing the packet loss of

every traffic class under two situations, with and without SDF. Among the three classes,

class 0 represents a real-time traffic class, which has a delay deadline (the absolute delay

constraint). The other two classes, class 1 and class 2 represents normal traffic classes, which

do not have a delay deadline.

Because class 0 has a absolute delay constraint, when congestion happens (during the con-

gestion period), the queuing system tries to limit the queuing delay of all transmitted packets

from class 0 to within the delay deadline, which is 5 msec. If this constraint conflicts with

the proportional delay constraint, it will cause the delay ratio between class 0 and class 1

(and class 2) deviated from the designed value. The effect of SDF will be illustrated by the

change of packet-loss proportionality among classes.
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Delay Deadline = 5 msec

As listed in Table 3.3 the delay weight distributed for classes 0, 1, and 2 are 2 : 2 : 1.
Since the weight is defined as inversely proportional to QDP. By using Eqn. 3.1, the delay
proportion for classes 0, 1, and 2 should be 1 : 1: 2 in all time. The packet-loss weight
distributed for classes 0, 1, and 2 are 1 : 1: 2, so the their packet loss ratio for classes 0, 1,

and 2 should be 2: 2 : 1.

Table 3.3: Delay and Packet Loss Weight of SDF Model

Class | Normalized Delay Weight | Delay Bound | Normalized Packet-loss Weight | Packet-loss Bound
1] 2/5 5 msec 1/4 -
1 2/5 . 1/4 -
2 1/5 R 2/4 B
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Figure 3.7: Packet-loss Rate (delay deadline = 5 msec, without SDF')
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Figure 3.8: Packet-loss Ratio (delay deadline = 5 msec, without SDF)

The Figure 3.8 shows the packet-loss ratio of classes 0, 1, and 2 of the system without SDF.
The ratio is around 1.8 : 1.8 : 1. The deviation caused by the parameter of the PLR(M)
algorithm. Assume that at a given time, PLR determines to drop a packet from class 0, and
it happens that no class 0 packet is in the buffer at that time, PLR will drop packet from
the other classes that causes the deviation from the designed ratio. In our simulation M is
set to 1,000. It seems that this value is not large enough to allow the proportional algorithm

reach the desirable steady-state value.

We can eliminate this error by increasing the M size. In Figure 3.10, when M = 10,000,
both average packet loss ratios are very close to the pre-defined 2. However, increasing the
window size significantly increases the system overhead. This is because when PLR is trying
to select a packet to drop, it has to examine the history of the last M packet arrivals and
compute the packet-loss rate of each class among them. If M = 1,000, PLR only needs to

go over 1,000 packets. In the case when M = 10,000, this computation process will use
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more CPU resources. The appropriate M value is a trade-off between the accuracy and the

computation overhead. In this thesis, we use M = 1,000.
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Figure 3.11: Delay (delay deadline = 5 msec)

The upper delay limit for class 0 is 5 msec. If the queuing delay of a packet belonging to
class 0 is higher than 90% of the deadline, 4.5 msec, the EDD will schedule to transmit this
packet immediately. Consider in the congestion period. Since the queuing delay increases,
many class 0 packets are taking the EDD shortcut. The actual delay ratio is not equal to

the pre-defined value 2 any more, instead it is larger than 2 (Figure 3.11 and Figure 3.12).

If there is no SDF deployed, the packet loss ratios among classes (Figure 3.7 and Figure
3.8) are not affected by the violation of the delay proportional constraint. However, after we
employ the delay to packet loss feedback in the queuing system, the packet loss of class 0 is
increased due to the reduction of the weight for the packet loss (Figure 3.13). By comparing

the results in Figure 3.7 with Figure 3.13, we can see that the packet loss of class 1 and class
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Figure 3.14: Packet-loss Ratio (delay deadline = 5 msec, with SDF)

2 are decrease as the packet loss of class 0 increases.

Delay Deadline = 5 msec with Different RED Threshold

In this case, we change the RED minimum threshold and maximum threshold from 8 and 16
to 16 and 32. The results of delay and delay ratio of all traffic classes are shown in figures

below,

Compare Figure 3.15 with Figure 3.11, we can see that the delays of class 1 and class 2
is much higher. This is because since both the minimum and maximum threshold of RED
increase, the queuing system then drops less packet, which causes the increase of average
queue length increase, so the average delay increases. Since class 0 has a delay deadline,
its delay will remain in a low level, while class 1 and class 2 do not has a limit, so their

delays are higher. Although the delays of class 1 and class 2 has changed, their delay ratio
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(Figure 3.16) does not change too much (3.16). This proved that when applying SDF, the
pre-defined proportional differentiation of delay will not be affect by the parameters of RED.
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Figure 3.17: Packet-loss Rate (delay deadline = 5 msec, with SDF, RED Threshold is 16, 32)

Since the thresholds of RED increase, the total packet loss decreases. However, the mea-
sured packet-loss ratio between class 0 and class 2 in Figure 3.18 is much higher than the
pre-defined ratio, which is 2. This is the result of the SDF, which proved that the SDF can

work well under various thresholds of RED.

Various Delay Deadline

Table 3.4 and Table 3.5 compare the differences of packet-loss rates with vary delay dead-
lines. The RED minimum and maximum threshold are restored to 8 and 16, respectively.
In this simulation, we consider two modes, normal mode and congestion mode. Packet-loss

rate during the two different modes are completely different. From Figure 3.7, we can see
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Figure 3.18: Packet-loss Ratio (delay deadline = 5 msec, with SDF, RED Threshold is 16, 32)

that the packet-loss rate during the normal mode is nearly 0. To emphasize the effectiveness
of SDF, the packet-loss rates that shown in the tables are only the average value during the

congestion mode. Thus, the average value during the period of 180 ~ 420 sec.

From the tables, we can observe the characteristics of SDF. With the decreasing of delay
deadline, the effectiveness of SDF becomes more obvious. This is because if the deadline of
class 0 is lower, class 0 benefit more in delay, and |Awg| is larger. Accordingly the absolute

value of Awy is also larger. Thus the tradeoff in SDF is more distinct.
Moreover, In Figure 3.20, the packet loss ratio between class 2 and class 0 keeps increasing

with the decrease of the delay deadline. However, the ratio between class 2 and class 1 is

almost a constant value, in spite of the change between class 2 and class 0. This shows that
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Table 3.4: Packet Loss Rate without Feedback

Delay Deadline

Packet Loss Rate

Packet Loss Ratio

(msec) Class 0 Class 1 Class 2 Class 0 / Class 2 | Class 1 / Class 2
20 0.016083705 | 0.016134379 | 0.008711191 1.846326868 1.852144025
18 0.016147214 | 0.016055444 | 0.008727145 1.850228701 1.839713217
16 0.016194846 | 0.016055444 | 0.008679281 1.865920169 1.849858694
14 0.016099582 | 0.016134379 | 0.008695236 1.851540601 1.855542454
12 0.015988441 | 0.016181741 | 0.008759054 1.825361613 1.847430132
10 0.016226601 | 0.016008083 | 0.008695236 1.866148416 1.84101766
9 0.016099582 | 0.016134379 | 0.008695236 1.851540601 1.855542454
8 0.016067828 | 0.016165954 | 0.008695236 1.847888647 1.859173653
7 0.016210724 | 0.016039657 | 0.008679281 1.867749502 1.848039757
6 0.016147214 | 0.016134379 | 0.008647372 1.867297232 1.865812984
5 0.016147214 | 0.016039657 | 0.0087431 1.846852372 1.834550416

Table 3.5: Packet Loss Rate with Feedback

Delay Deadline

Packet Loss Rate

Packet Loss Ratio

(msec) Class 0 Class 1 Class 2 Class 0 / Class 2 | Class 1 / Class 2
20 0.019100392 | 0.014082061 | 0.007753917 2.46332177 1.816122283
18 0.019021006 | 0.014050487 | 0.007865599 2.418252725 1.786321351
16 0.019195656 | 0.01376632 | 0.007977281 2.40629065 1.725690794
14 0.019148024 | 0.013924191 | 0.007865599 2.434401324 1.77026453
12 0.019306797 | 0.013861042 | 0.007769871 2.484828392 1.783947447
10 0.019529079 | 0.013734746 | 0.007674144 2.544789253 1.789743023
9 0.019767239 | 0.013513727 | 0.007658189 2.581189567 1.764611191
8 0.020164171 | 0.013355856 | 0.007418871 2.717956834 1.800254528
7 0.020973914 | 0.012803309 | 0.007163598 2.927846228 1.787273496
6 0.022005938 | 0.012187613 | 0.006748779 3.260728579 1.805898906
5 0.023164981 | 0.011256177 | 0.006525416 3.549962545 1.724974676
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in SDF model, the feedback used by one traffic class only affects the proportional ratios
between itself and other traffic classes. It does not affect the ratio between other traffic

classes.

3.3.2 Scenario I1

In this scenario, the effectiveness of the SDF&ASM model is investigated under three differ-
ent systems. The first system is a general proportional differentiated services system with
STE for the real-time traffic (class 0 traffic). The structure of the system is similar to SDF
model in Figure 3.3, except that EDD and SDF are not deployed. The second system deploys
EDD but not SDF. The third system is based on the SDF&ASM model (Figure 3.5). We
will see that the SDF&ASM system have the best head-drop rate performance among the

three systems.

Delay Deadline = 5 msec

Figure 3.21 and Figure 3.22 illustrate the packet head-drop rate of class 0 and the total
packet-loss rate of all traffic classes in the case that the delay deadline of class 0 equals to
5 msec. To emphasize the effectiveness of ASM, we choose the same delay and packet-loss

weights for all three traffic classes (Table 3.6).

Table 3.6: Delay and Packet Loss Weight of SDF&ASM Model

Class | Delay Weight | Delay Bound | Packet-loss Weight | Packet-loss Bound
0 1/3 5 msec 1/3 -
1 1/3 - 1/3 -
2 1/3 - 1/3 -

Figure 3.21 shows the head-drop rates of the three systems. The head drop of the general
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system is quite high. Nearly 16% of packets from class 0 have violated their delay deadline.
In practice, this is usually not acceptable. When the EDD mechanism applied in system 2,
the head-drop rate reduces to around 11% which is an improvement, but still not enough.
The inadequate performance of the second system is due to the fact that the delay deadline
is set too low. with the ASM mechanism introduced in the third system, the head drop is
reduced to around 2%. This is because ASM adaptively increases the safety margin, which

effectively increases the bandwidth for class 0 during the congestion period.

As a result of ASM and STE, class 0 receives a very low packet head-drop rate and also
a very short queuing delay. SDF may penalize class 0 with more tail drop. With the intro-
duction of SDF with ASM, the total queuing length decreases. This may reduce the drop
probability in RED, so the total packet loss decreases (Figure 3.22).

Various Delay Deadline

Table 3.7 and Table 3.8 illustrate the tendency of the packet head drop of class 0 and the
total packet loss under various deadlines. The results are also displayed in Figure 3.23 and
Figure 3.25 as well. And with the same reason, the packet head-drop rate and the total

packet loss are also the average values measured during the congestion period.

Consider the head-drop rate of class 0 in Table 3.7 and Figure 3.23. For the first system, the
head-drop rate of class 0 increases very rapidly as delay deadline decreases. For the EDD
case, the drop rate is kept to a rather low value until the delay deadline is smaller than 12
msec. However, it quickly becomes out of control after the deadline is less than 12 msec.
This demonstrates that with the fixed safety margin, 1/10 of the deadline, EDD does not
adapt to the change of the environments. For the SDF&ASM case, the head-drop rate is

alwys kept in a relatively low value.

49

PROPERTY OF
RYERSON UNIVERSITY LIBRARY



Table 3.7: Head Drop-rate of Class 0

Delay Deadline Packet Head-drop Rate of Class 0 Head Drop Improvement
(msec) General EDD SDF&ASM | EDD over General | SDF&ASM over General
15 0.058041613 | 0.001111019 | 0.000993399 98.09% 98.29%
14 0.065344885 | 0.001162922 | 0.001423893 98.22% 97.82%
13 0.072452938 | 0.00221547 | 0.002588438 96.94% 96.43%
12 0.078910042 | 0.003403945 | 0.003013189 95.69% 96.18%
11 0.082452465 | 0.010819605 | 0.007438793 86.88% 90.98%
10 0.091600152 | 0.020315242 | 0.010634931 77.82% 88.39%
9 0.102829385 | 0.034621158 | 0.012715211 66.33% 87.63%
8 0.111265121 | 0.051270281 | 0.014962357 53.92% 86.55%
7 0.123472133 | 0.070089985 | 0.017412387 43.23% 85.9%
6 0.135671143 | 0.088714907 | 0.020603745 34.61% 84.81%
5 0.155895334 | 0.11227595 | 0.024407482 27.98% 84.34%
Table 3.8: Total Packet Loss Rate

Delay Deadline Total Packet Loss Rate Packet Loss Improvement
(msec) General EDD SDF&ASM | EDD over General | SDF&ASM over General
15 0.023100703 | 0.014709464 | 0.014143112 36.32% 38.78%
14 0.025795438 | 0.014182672 | 0.014787537 45.02% 42.67%
13 0.026603418 | 0.015042032 | 0.015992647 43.46% 39.88%
12 0.028790827 | 0.013688261 | 0.015178947 52.46% 47.28%
11 0.029310591 | 0.01639612 | 0.015449668 44.06% 47.29%
10 0.031909109 | 0.018264985 | 0.015722524 42.76% 50.73%
9 0.035235208 | 0.019873717 | 0.016925625 43.6% 51.96%
8 0.037758997 | 0.02331963 | 0.016780079 38.24% 55.56%
7 0.04167938 | 0.027229154 | 0.018255887 34.67% 56.2%
6 0.045192535 | 0.03194826 | 0.018860081 29.31% 58.27%
5 0.051948052 | 0.038081857 | 0.018507747 26.69% 64.37%
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Now consider the total packet-loss rate in Table 3.8 and Figure 3.25. For the first sys-
tem without EDD, again the total packet loss increases rapidly with the decrease of the
delay deadline. For the system with EDD, the 12 msec is also the performance threshold.
When large than 12 msec, it works well. However, when the deadline is getting smaller,

the drop rate increases, significantly. For the SDF&ASM case, the total packet loss changes

slowly.
Table 3.9: Delay under different deadlines
Class | Delay Deadline Average Delay (msec) Percentage of Increase in Delay
(msec) General | EDD | SDF&ASM | General over EDD | General over SDF&ASM
15 3.3548 | 4.3461 4.3018 29.55% 28.23%
0 10 2.4279 | 3.5426 3.5424 45.91% 45.9%
5 1.3581 | 1.7825 2.3868 31.25% 75.75%
15 4.3579 | 6.4169 6.3658 47.25% 46.07%
1 10 3.5855 [ 6.1304 6.2317 70.98% 73.8%
5 2.4043 | 3.6245 6.4366 90.75% 167.71%
15 4.3774 | 6.3456 6.2951 44.96% 43.81%
2 10 3.5772 | 6.1663 6.3227 72.38% 76.75%
5 2.4026 | 3.6116 6.4154 50.32% 167.027%

The average delays and delay changes of the real-time traffic class, class 0 and other non-
real-time traffic classes, class 1 and class 2 are listed in Table 3.9. In this table, we can see
that the average delay increases when EDD and SDF&ASM are used. The increase of aver-
age delay of the traffic is mainly caused by the decrease of the total packet loss. When the
total packet loss is reduced, the average queue length becomes longer, so the average delay
increases as well. For class 0, since deadline violation is the main concern, so the increase of

average delay should not affect the overall performance.

Nevertheless, the delay changes of class 1 and class 2 are very high, especially in the case

when delay deadline of class 0 is very low. There are two reasons that cause the higher delay
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increase rate. The first reason is the same as the reason of class 0, which is the decrease of
total packet loss. The second reason is when class 0 gains more bandwidth from EDD or
ASM in congestion, class 1 and class 2 have to receive less bandwidth. However, class 1 and
class 2 represent non-real-time traffic, which is not delay sensitive. The reduction of packet

loss out weights the increase of delay.
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Chapter 4
End-to-end Delay Model

4.1 The Limitation of Single-node Scheduler

In a single node model, traffic flows that belong to the same QoS class will receive the same
services in the node. However, packets belonging to the same QoS class do not necessary

belong to the same flow. Because of that, they may experience different end-to-end delays.

For example, consider two packets, packet 1 and packet 2. They are from two different
flows. Both of them belong to class 0 and both have their deadlines equal to 100 msec. Now
assume that packet 1 arrives to a node before packet 2, further assume that packet 1 has
been delayed in the network by 30 msec, while packet 2, which has a longer path and has
to go through more nodes, has accumulated a delay of 70 msec. If a single node model is
employed, since there is no differentiated treatment for packets belonging to the same class,
and the FCFS (First Come First Serve) scheduling is used within the class, packet 1 will be

transmitted first, even though packet 2 should be sent for it is more urgent.

4.2 End-to-end Delay Scheme

Obviously, to provide a better end-to-end delay performance, a scheduler for a class should

take into account the delays experienced by all packets currently in the queue. In this sec-
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tion, we propose schedulers that sort the packets in the queue based on the delay of each

packet in descending order.

4.2.1 Implementation Requirement

In order to sort packets based on delay, Each packet must carry a delay value to indicate
the amount of time that the packet has been in the network. We assume that each router in
the network will measure the queuing delay of each packet and update the delay when the

packet is sent out according to the following equation,

new delay = old delay + queuing delay + transmission delay + propogation delay (4.1)

The transmission delay can be calculated based on the size of the packet and the channel
transmission rate. The propagation delay can be pre-configured at the outgoing interface.
In addition, each arrived packet is time-stamped upon arrival and the queuing delay can be

computed using the time stamp.

4.2.2 The benefit of Sorting Packets

There are at least two benefits to sort the packets in the queue. The first benefit is it
may cut down the total packet drop rate. Since a real-time traffic usually has a predefined
deadline. If the packets in the buffer are sorted based on their delays instead of the arrival

order, more urgent packets may meet the deadline during congestion and less packets are

eventually dropped.

To use the example in section 4.1. Assume the queueing system is the last hop of both
packet 1 and packet 2. In this moment, only these two packets are in the queue. The packet
size of them are equal. The service time (propagation delay + transmission delay) for both

of them are 20 msec. If we send them by their arrival order, packet 1 is sent first and it
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beats the deadline by 50 msec when it reach its destination. On the other hand, packet
2 will be delayed further by 40 msec before it reaches the destination. Since packet 2 has
already used up 70 msec before. The end-to-end delay of packet 2 will be 110 msec. When
it reaches the destination, it will be dropped. If we sort these two packets based on their

delays and send packet 2 first, both packet 1 and 2 will meet the deadline.

The second advantage of using the sorting is that the scheme also decreases the traffic
jitter. It is easy to see that from the example above, sorting-by-delay approach will smooth

out the packet delay.

4.2.3 Sorting Schemes

In this article, we will introduce two sorting schemes: The first one is called one-sort scheme
and the second one is called complete-sort scheme. The one-sort scheme compares the delay
of a newly arrived packet with the backlog packets only once to find a reasonable position
for this packet. The complete-sort scheme continues the sorting in the queue, until the most

appropriate position for the packet is determined.

One-sort Scheme

In the one-sort scheme, when a new packet arrives, the system merely compares the delay of
this packet with the delay of the middle packet in the queue. The middle packet is defined
as following: if the number of packets in the queue is an odd number, the system just selects
the packet in the middle of them; If the number is a even number, since there are two middle
packets, the system may selects the packet which is closer to the head of the queue. For
example, assume the queue has four packets, then the second packet, measured from the

head of the queue, will be selected for comparison.

After the comparison, if the newly arrival packet has a longer delay than the middle packet,
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it will be insert into the position just before the middle packet. Otherwise it will be put to
the tail of the queuing buffer. Note that before the comparison, the delay associated with
the middle packet is updated by adding the old delay with the queuing delay experienced

by the packet so far. The queuing delay, again, can be derived from the time stamp.

Complete-sort Scheme

In the complete-sort scheme, the newly arrived packet is first compared with the middle
packet of the queue similar to the One-sort Scheme. If the new one is more urgent, it will be
further compared with the new middle packet between the head packet and the old middle
packet. Otherwise it will be compared with the new middle packet, which is between the
old middle packet and the tail packet. This process will continue until the most appropriate
location of the newly arrived packet are located such that all the packets in the queue are

sorted into a descending order again.

Needless to say, the second scheme are more precise than the first one. However, it may
need more system resources because a higher number of comparison steps is required. The
maximum number of comparison steps for the second scheme is [log,n], where n is the

number of packets currently in the queue.

Sorting Process Thresholds

Both sorting schemes may consume a lot of system resources for the sorting process is in-
volved in each packet arrival. We observe that during a non-congestion period, the queue will
be small and it is not much benefit to do the sorting. Only in the long queue, which occurs
during congestion, will the system benefit most from the sorting process. Consequently, our

schemes will only perform sorting when the queue is large.

We define two queue-length thresholds: high threshold and low threshold. When a packet
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arrives, the system checks the current queue length. If the queue length is higher than the
high threshold, the sorting process is trigged. The sorting process will continue until the

queue length retreats below the low threshold, then the process stops.

Note that before the system starts the sorting process, there are already some backlogs
in the queue. Neither the one-sort scheme nor the complete-sort scheme can be applied
directly in this situation because the packets already in the queue have not been sorted and
they are in a random order. To smooth out and simplify the transition from non-sorting
state to sorting state (Figure 4.1), the system should ignore the old packets and just put the
newly arrived packet in the tail position. After that, all the subsequently arrived packets
will be sorted among themselves. These packets will be transmitted after all the old packets

are transmitted.

nfnjipniinj|ao 0| 0|0

. 7 'y 1
Y Y
- Packets ammived at - Queued Packets
or after the threshold before the threshold
- Sorting is applied - Sorting is not applied

Figure 4.1: From Non-sorting State to Sorting State

4.3 Simulation

Three simulation scenarios are studied here. In three scenarios, the packet drop rate and
end-to-end delay of real-time traffic flows are compared among FCF'S, one-sort, and complete-
sort schemes. The first scenario works in a pure real-time environment, where only real-time
traffic flows exist, and all flows belong to the same traffic class. The second scenario works

in a mixed environment, where the real-time traffic class has to share the queuing resources
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with other traffic classes. In the third scenario, we investigate the relative performance of

three schemes incorporated with the SDF&ASM model.

4.3.1 Scenario I Real-time Traffic Only

In this scenario, we trace five real-time traffic flows, flow 0 (flowing from source 0 to sink
0), flow 1 (flowing from source 1 to sink 1), flow 2 (flowing from source 2 to sink 2), flow 3
(flowing from source 3 to sink 3), and flow 4 (flowing from source 4 to sink 4). All five traffic
flows belong to the same traffic class. There are also four nodes in the topology as shown in
Figure 4.2. Traffic flow 0 passes through all four nodes, traffic flow 2 passes through three
nodes, and traffic flows 1, 3, and 4 pass through two nodes. Parameters and nodes are listed

in table 4.1.

source( source2 soufced

soulce3

C—m I

sourcel node0 nogel

sink1 sink3

Figure 4.2: Topology I

Under this scenario, three schemes, FCFS, one-sort, and complete-sort, are tested. In the
FCFS case, packets are queued in FCFS . From table 4.2, we can see that even the one-sort
scheme can greatly improve the packet drop-rate for all traffic flows. As discussed in section
4.2.2, by sorting the packets in the queue based on their experienced delays, more urgent
packets can be scheduled for earlier transmission. Therefore, more packets will meet their

delay bound, and less packet will be dropped. Comparing with the FCFS scheme, the one-
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Table 4.1: Transmission Rate and Utility in Real-time Traffic Environment

I Real-time Traffic Flow | Packet Inter-arrival Time Node | Service Rate (bps) Utility
0 [ Pareto (0.002, 2) 0 666,667 90%
1 Pareto (0.002, 2) 1 1,000,000 90%
2 Pareto (0.004, 2) 2 833,333 90%
3 Pareto (0.004, 2) 3 666,667 90%
4 Pareto (0.004, 2)

sort scheme can decrease the packet drop-rate of all traffic flows from 35% to 44%, and the

complete-sort scheme can further decrease the packet drop-rate up to 53% ~ 67%.

Table 4.2: Packet Drop-rate in Real-time Traffic Environment

Packet Drop-rate Packet Drop Improvement
Flow FCFS One Sort | Complete Sort || FCEFS to One Sort | FCFS to Complete Sort
0 0.179174871 | 0.108296628 | 0.069188481 39.56% 61.38%
1 0.098450846 | 0.055420252 | 0.032329571 43.711% 67.16%
2 0.106950063 | 0.071404372 | 0.050234327 33.24% 53.03%
3 0.070297665 | 0.040469224 0.02772508 42.43% 60.56%
4 0.082624266 | 0.053465962 0.03765048 35.29% 54.43%

More over, sorting the backlog packets can also smooth out their arrival times. That means
the delay variation, or jitter is smaller. table 4.3 shows the average end-to-end delay and the
delay variation of flow 0, which passing through all nodes. From table 4.3, we can see that
the average delay of each scheme has almost no change, because the total system resources
remain the same. However, the average delay variation of both sorting schemes are reduced

in comparison with the FCFS scheme.
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Table 4.3: Delay and Delay Variation in Real-time Traffic Environment for Flow 0

FCFS One Sort | Complete Sort II FCFS to One Sort | FCFS to Complete Sort

Average Delay 67.8023 67.111 67.0978 || 1.02% 1.04%

Variation 4.15E407 | 2.73E+07 2.19E+07 || 34.26% 47.12%

4.3.2 Scenario II Mixed Traffics without Proportional Differenti-
ation

In this simulation scenario, beside the five traffic flows in scenario I, a new traffic flow, flow
5 (flowing from source 5 to sink 5) is added. The traffic flow 5 is not a real-time traffic. It
simulates the background traffic, which shares system resources with the real-time traffic.
The delay weight of both the real-time traffic flow and the non-real-time traffic flow are
the same, that is no proportional differentiation is applied. This scenario proves that the

end-to-end schemes also works well in the mixed environment.

source0

O

sourcel

sourceS sink1 sink3

Figure 4.3: Topology II

There are a few changes in the traffic parameters. The changes are presented in table 4.4.

Figure 4.3 shows that the traffic flow 5 passes through all four nodes, and consumes about

1/3 of the system resource in each node.
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Table 4.4: Transmission Rate and Utility in Mixed Traffic Environment

Traffic Flow | Packet Inter-arrival Time Node | Service Rate (bps) | Utility
0 Pareto (0.002, 2) 0 1,000,000 90%
1 Pareto (0.002, 2) 1 1,333,333 90%
2 Pareto (0.004, 2) 2 1,166,667 90%
3 Pareto (0.004, 2) 3 1,000,000 90%
4 Pareto (0.004, 2)
5 Pareto (0.002, 2)

Table 4.5: Packet Drop-rate in Mixed Traffic Environment

Packet-drop Rate Packet Drop Decreasing Rate

Flow FCFS One Sort Complete Sort || FCFS to One Sort | FCFS to Complete Sort
0 0.104739191 | 0.067149423 | 0.052222139 35.89% 50.14%
1 0.058748473 | 0.034098935 | 0.024812795 41.96% 57.76%
2 0.064907788 | 0.04545949 0.03812368 29.96% 41.26%
3 0.043673486 | 0.029216252 | 0.022582083 33.10% 48.29%
4 0.048930915 | 0.034697449 | 0.028657637 29.09% 41.43%

table 4.5 and table 4.6 show that the improvement in drop-rate and jitter is not as much as

in the first scenario. This is because the traffic from flow 5 sharing the same resources with

the traffic from class 0, thus it has major impact on the delay of the class 0 traffic. This

dilutes the effect of the sorting methods.

Table 4.6: Delay and Delay Variation in Mixed Traffic Environment for Flow 0

|| FCFS One Sort | Complete Sort || FCFS to One Sort

FCFS to Complete Sort

Average Delay || 60.7893 | 60.4857 60.4575 ||

0.50%

0.55%

Variation [f 3.90E+07 | 3.16E+07 2.97E+07 ||

18.97%

23.83%
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4.3.3 Scenario III Mixed Traffics with Proportional Differentia-
tion

In this scenario, Both the topology and the parameters of senders, nodes, and receivers are

the same as in the last scenario except that the normalized delay weight assigned for the

real-time traffic is 2/3 while the non-real-time traffic is 1/3. The nodes are using SDF&ASM

mechanism. This scenario proves that both sorting schemes can also works well with the

proportional differentiated services algorithm.

Table 4.7: Packet Drop-rate in Mixed Traffic Environment with Proportional Differentiation

Packet-drop Rate Packet Drop Decreasing Rate

Flow FCFS One Sort Complete Sort || FCFS to One Sort | FCES to Complete Sort
0 0.085358585 | 0.058677916 | 0.051161612 31.26% 40.06%
1 0.048147544 | 0.030203703 | 0.024238985 37.27% 49.66%
2 0.055193921 | 0.039127255 | 0.036327906 29.11% 34.18%
3 0.037090336 | 0.024847979 0.02163873 33.01% 41.66%
4 0.041760845 | 0.031756561 | 0.027763184 23.96% 33.52%

Table 4.8: Delay and Delay Variation in Mixed Traffic Environment with Proportional Differen-
tiation for Flow 0

FCFS One Sort | Complete Sort || FCFS to One Sort | FCFS to Complete Sort
Average Delay 59.2621 58.8351 58.5904 0.72% 1.13%

Variation 3.81E+07 | 3.33E+07 3.22E407 12.74% 15.64%

Since class 0, which includes flows 0 - 4, has a higher normalized delay weight than class 1,
class 0 is assigned more bandwidth than class 1 when the node is in congestion. Because
of that, the sorting scheme in this scenario is not as critical as in scenario II, which does
not has delay differentiation. So the improvement of the packet-drop rate between the cases
with and without applying the sorting scheme (table 4.7) is not as great as in scenario II.

Nevertheless, the improvement is still considerable.
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Chapter 5

Conclusions

In this thesis, we have proposed three novel QoS mechanisms to enhance the control of class-
based service. Among these mechanisms, the Scheduler to Dropper Feedback (SDF) and the
Adaptive Safety Margin (ASM) are designed for single-node QoS control, while sort-packet

schemes are designed for end-to-end delay control.

The main advantage of SDF is that it provides a dynamic trade-off between QoS met-
rics. With this tradeoff, traffic classes that suffer un-proportionally higher delays because
of the relaxation of the proportional constraint due to the absolute constraint, can receive
compensation in terms of lower packet loss. Thus, SDF provides a fairer QoS treatments

among traffic classes.

ASM is an adaptive feedforward mechanism based on Early Due Date (EDD) algorithm.
By applying ASM, the time-critical traffic class can be dynamically pre-assigned more band-
width. Therefore ASM reduces the packet head-drop rate. Comparing with the original
EDD, ASM is more effective. By integrated with SDF, the queuing system can also cut
down the total packet drop rate.

We have proposed two types of sorting schemes for the end-to-end delay scheduling. Both

of them can effectively reduce the probability of delay deadline violation for time-critical
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traffic classes. However, there is a trade-off between them. The one-sorting scheme has less
computational overload while the complete-sorting scheme has a better deadline-violation

performance.

There are two topics we would take to investigate in the further.

Bi-directional feedback

SDF provides a single direction feedback mechanism from scheduling to dropping. The bi-
direction feedback is difficult because of the diversion problem. If this problem could be
resolved by a simple mechanism, the bi-direction feedback may provide more flexible control

mechanism between delay and packet loss metrics.

End-to-end Packet Loss

Beside the end-to-end delay study, the end-to-end packet loss is also a very important topic.
Further work should be done to derive an effective end-to-end packet loss schemes in the

future.
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Appendix A

Abbreviation List

ASM
DDP
DiffServ
EDD
FCFS
HPD
IntServ
ISP
JoBS
LDP
LHT
PAD
PLR
QDP
QoS
RED
RSVP
SDF
STE
WTP

Adaptive Safety Margin

Delay Differentiation Parameter
Differentiated Services

Earlier Due Date

First Come First Serve

Hybrid Proportional Delay
Integrated services

Internet Service Provider

Joint Buffr Management and Scheduling
Loss-rate Differentiation Parameter
Loss History Table

Per-class Average Delay

‘Proportional Loss Rate

Quality Differentiation Parameter
Quality of Service

Random Early Detection
Resource Reservation Protocol
Scheduling to Dropping Feedback
Shortest Time to Extinction
Waiting Time Priorities
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